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m ur new born first issue
has four main sections.
First of all, we share the analysis
of the data related to the ter-
rorist incidents took place in
the previous month all over the
world. In addition, we have
articles related to international
security and terrorism concepts.
A brief information about the
training activities of our centre
will also be provided in the
bulletin. Lastly, the past and
future prospects of the Centre
will be summarized.

In his article, Revisiting the
Concept of Deterrence in
Search for an Adequate Re-
sponse to International Terror-
ism, Assoc. Prof. Mustafa
KIBAROGILU, argues the def-
inition of deterrence, theoreti-
cal aspects of deterrence, con-

ventional deterrence, nuclear
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deterrence, contemporary secu-
rity challenges, limits of classical
deterrence, and impacts of re-
ligious & cultural differences
of the concept of deterrence.
Lieutenant Colonel Halil SAR-
ICA introduces different ap-
proaches to counter terrorism
in his article. He explains defi-
nition problems, different strat-
egies for countering terrorism,
American, European, Israeli,
United Nations, and Turkish
approach to terrorism.

Lastly, Major Umit GULER-
YUZ points out the general
concept of the essays presented
in the course of Legal Aspects
of Combating Terrorism which
was held by COE-DAT on 29
January - 02 February 2007 in
Ankara with the participation
of 52 experts from 24 coun-
tries.




The opinions and comments in the "COE-DAT Newsletter” represent
the personal views of the authors. They do not represent the official views of
Centre of Excellence Defence Against Terrorism nor NATO.
All the rights of the articles and pictures included in this book are reserved.
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Preface

Ahmet TUNCER

Col. (TUA)
COE-DAT Director

T he buzzword of “global terror-
ism” has infiltrated into our lives
just after the attacks to the twin towers
in New York on September 11, 2001.
So far, we all have been misguided by
the perception that terrorism is a quite
new phenomenon and the biggest se-
curity challenge of the 21st century.
However, terrorism, being older than
the emergence of the modern-nation
state, is indeed as old as the humanity.
Although terrorism is not a new phe-
nomenon, what we have been confront-
ing today as an asymmetric threat is
terrorism with a changing profile. The
notion of change in the nature of ter-
rorism mainly stems from the changes
in targets, weapons, and motives, the
combination of which make terrorists
more dangerous than ever before.

As a result of the technical progress,
developed societies become more vul-
nerable to attack, so have the mega
cities of the developing world. Tradi-
tional terrorist weapons such as explo-
sives meanwhile became more lethal
and efficient, and the technology and
skills enabled the weapons of mass
destruction diffusion throughout the
wortld. During this change of the profile
of terrorism, 9/11 attacks displayed
that even the most powerful cannot be
immune from terrorist attacks and re-
minded the nations of the trans-
territoriality, transnationality and unpre-
dictability of terrorism. Since no nation
can ensure keeping terrorism outside
of its borders, it is impossible to think
of a victory against terrorism without
international cooperation. The signifi-
cance of Center of Excellence Defence
Against Terrorism (COE-DAT) comes
to the fore at this point.

Having been inaugurated on 28 June
2005 in Ankara/Tutrkey, COE-DAT
aims to convey its subject matter ex-
pertise Defence Against Terrorism
(DAT) related issues to NATO mem-
bers, Partnership for Peace (PfP) and
Mediterranean Dialogue Countries
(MD), non-triple nations and external
entities. Born out of a Turkish initiative

and currently supported by six other
NATO nations (Bulgaria, Germany,
Netherlands, Romania, United King-
dom and United States of America),
COE-DAT provides defence against
terrorism training and education at the
strategic and operational levels and
assists Allied Command Transforma-
tion (ACT) in concept and doctrine
development efforts. The center has
already been certified as a NATO Ac-
credited COE and gained International
Military Organization status with the
NATO Council Endorsement dated
14 August 2006 and become the unique
center of excellence on terrorism relat-
ed issues. Furthermore, COE-DAT is
a “multinational”, “joint” and “com-
bined” centre of excellence, led by a
military director and manned by military
and civilian experts from Turkey and
other NATO countries.

In addition to conducting activities
ranging from seminars, symposiums
and courses to mobile training courses,
COE-DAT is publicizing the results of
its activities through reports; preparing
daily, weekly and monthly terrorism
assessment reports and disseminating
them to the relevant and related units.
Accordingly, this Newsletter intends to
provide a point of reference on the
current discussions on terrorism and
counter-terrorism and highlight the
activities of COE-DAT that may be of
interest to you.

This first Newsletter is composed of
a monthly assessment of the terrorist
attacks all over the world, articles on
Revisiting the Concept of Deterrence
in Search for an Adequate Response
to International Terrorism, Different
Approaches to Counter-terrorism and
Legal Aspects of Combating Terrorism,
introductory information about the
activities of COE-DAT.

I welcome your comments on our writ-
ings and activities and I urge you to
share this Newsletter with your col-
leagues.
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General
Overview of
the Month

T he Iraqi government raised the
death toll on Saturday from a truck
bomb this week in the town of Tal
Afar to 152, making it the deadli-est
single bombing of the four-year-old
conflict. Also, 347 pecople were
wounded in Tuesday's attack on a Shi'ite
area. 100 homes had been destroyed in
the main blast, which officials have
blamed on al Qaeda. The explosion left
a 23-metre (75-ft)-wide crater.

In the last month’s second and third
most-hit countries, India and Pakistan,
the number of the terrorist attacks
increased and made them remained in
the category of the most volatile
countries. The countries were hit by
more than sixty times.

In Somalia, the attacks in the last two
weeks of the month pushed the country
on the edge of a new civil war despite
the reconciliation efforts of the
government and the measures of the
African Union peacekeeping mission.
The insurgents’ mortar attacks and the
alleged excessive force usage of the
foreign troops in the capital Mogadishu
city caused hundreds of civilian
casualties which could not be tracked
propetly due to the lack of definite
information on the exact figures. Except
from Somalia; Sudan, Nigeria, Ethiopia,
Democratic Republic of Congo and
Benin were the other countries those
hit by indiscriminate nature of terrotism
in Africa.

Algeria and Morocco were the North
African countries targeted by the
terrorists in March 2007. The new al-
Qaeda Organization in Islamic Maghreb
in Algeria conducted four more attacks
in the country and its propaganda
seemed to find supporters in the
neighboring Morocco.

In Middle East; Yemen was

DEADLIEST SINGLE BOMBING OF
THE FOUR-YEAR-OLD CONFLICT

Bomb attacks killed 152 and wounded
347 people in Irag on 27 March
2007 .who died in twin truck bombings
in the northwestern town of Tal Afar, *

* Reuters

the most-hit country during the month
due to the re-emerging sectarian
disputes since the beginning of the year.
In the clashes between the militants of
Hauthi’s Group and the security forces,
21 secutity forces were killed. One each
attack took place in Israel and Lebanon
during the month while abductions of
five people in United Arab Emirates in
separate two incidents were the other
incidents reported from the region.

In Asia, except from the countries
mentioned above; Bangladesh,
Indonesia, Nepal, Philippines and
Thailand were the countries troubled
with terrorist incidents. The number of
the attacks in Thailand increased
despite the relative soft approach of
the new government and reached 45,
almost 1/3 more than the last month’s
29 incidents. In Nepal, the clashes
between the Maoists and the other
groups in the country claimed more
than fifty lives although the Maoist has
entered the parliament in the beginning
of the year.

Several causes, which were marked by
the ethno-nationalist Marxist Kurdistan
Worket's Party’s (PKK/KONGRA-
GEL) terrorist aims, hit Europe again
in March 2007. The militants of
PKK/KONGRA-GEL conducted
several arson attacks in Austria, France,
Germany, Sweden and Switzerland as
well as Turkey. More than 15 attacks in

| %
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Incidents in March 2007
throughout the World

the continent targeted Turkish and
French enterprises. The raid and
invasion of one of the United
Nations building in Vienna was the
most ruthless activity of PKK.
Separately five security personnel were
killed in a landmine explosion and the
clashes between the PKIK/KONGRA-
GEL terrorists in Turkey. The other
important incident reported in Europe
was a cyber terrorist attack which was
foiled in United Kingdom.

In Americas, Chile, Colombia, Ecuador
and the United States of America were
the countries troubled by terrorist
incidents. The only incident in USA
was a foiled hijacking attempt of two
people disguised as police officers in
the Los Angeles international airport.
However, the activities of the
Revolutionary Armed Forces of
Colombia made Colombia the most-
troubled country in the continent with
at least six incidents killing and
wounding 18.

As for the attack types the terrorists
used most during the month, the close
quarter armed attacks are again the

EVENT
COUNTRY COUNT KILLED | WOUHDED ABDUCTED
AFGHAMISTAR 94 180 283 21
ALGERIA 4 14 4 1]
ALUSTRIA, 1 0 [1] 1]
BARGLADESH 2 3 0 1]
BEMIM 1 0 0 1]
CHILE 1 0 0 1]
COLOMBIA g 18 18 18
COMNGO 2 1 5 1]
ECUADOR 1 0 2 1]
ETHICOFIA, 2 0 0 15
FRAMNCE 4 0 0 1]
GERMARY 5 0 0 1]
MDA 5] 137 122 13
INDOMESIA 1 0 14 1]
IRAG 4585 2036 2936 25
IZRAEL 1 0 1 1]
LEBARCR 1 0 [i] 1]
hACLD OM A 1 1 [1] 1]
MOROCCO 1 0 B 1]
MEPAL 13 a4 a7 17
MIGER A 5 4 [i] 7
PAKIZTAN ] 344 113 2
FHILIPFIMES 4 E] e 1]
RUSSIA 1 0 0 1
SOMALIA a5 173 225 1]
SRILAR KA 24 162 324 1
SUDAN 5 9 1 1]
SWEDERN 1 0 0 1]
SWITZERLAND 4 0 0 1]
THAILAND 43 L] 73 1]
TURKEY 4 B E] 1]
2 [1] 0 B
1 [i] [i] 1]
1 0 0 1]
3 M 1 1]

first choice of the terrorists with 348
separate incidents, killing 1160 and
wounding 355. As the number of the
bodies found dead is counted in this
type, the fatalities are much higher than
the casualties sustained: 632 people
were found dead in Afghanistan, India,
Pakistan, Somalia, Sri Lanka, and
Thailand and particularly in Iraq. In the
similar incidents in which the fires
traded between the security forces and
the terrorists, mostly during a security
operation, which are categorized as
clashes, 712 people were killed and
506 more wounded in separate 112
incidents.

However, the devastating type of
terrorist attacks in the world was
undoubtedly the suicide attack.
Afghanistan, Iraq, Morocco, Pakistan
and Sri Lanka were the countries hit by
such attacks; those killed 560 people
and wounded 1349 more in separate
59 incidents. The deadliest attack was
carried on in Iraq's Hilla city, killing
130 and wounding 200 more. As the
affect of this kind of attacks mainly
depends on the amount of the
explosives used and the capability of
the terrorists to reach these explosives,
as well as the time and place of the
attack, the largest attacks were all carried
out in Iraq where was hit for 33 times.
But an attack in Sri Lanka killed ten
in one occasion and wounded 13 more.
In the other two occasions those carried
out by Liberation Tigers of Tamil
Eelam in Sri Lanka, two people were
killed and six more were wounded. In
Afghanistan where was hit 21 times
by this kind of attacks, the deadliest
attack killed six people and wounded
43 more in which two suicide bombers
detonated the explosives they were
carrying, Pakistan and Morocco were
the remaining countries hit once by the
suicide bombers.

In 236 occasions the terrorists used
various types of Improvised Explosive
Devices (IEDs). In this kind of attacks,
the number of those wounded is much
higher than those killed. As a matter of
fact, 1117 people were wounded and
362 people were killed in the bombing
attacks in which IEDs were used. The
Vehicle Borne IEDs (VBIED) were
used in only Afghanistan, Iraq and Pa-
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kistan while the usage of Victim Op-
erated IEDs (VOIED) was also report-
ed in Sri Lanka, India and Turkey. The
ABDUCTION 32 0 0 94 general type of this tactic was used
ARMED ATTACK | 348 1160 355 46 worldwide. The most brutal attack was
ARSON 16 0 1 0 carried out in Iraq’s Tal Afar town,
ASSASSINATION | 18 19 9 killing 152 and wounding 347 when an
OGS 112 2 h explosive-laden truck was blown up in

CLASH 712 :
CVBER ATTACK 0 a crowded neighborhood.

0

0

7

0

HIJACKING 0 0
HOSTAGE KILL 30 0
IED 0
0

1

0

0

0

1

WORLD EVENT COUNT | KILLED | WOUNDED | ABDUCTED

Another deadliest attack type the ter-
rorists used throughout March 2007
was the Indefinite Fire attack (IDF)
in which generally mortars, rockets or
grenades were used. In such 112 attacks,
326 people were killed and 845 more
people were wounded. Iraq is one more
time the most-hit country by this kind
and Sri Lanka comes the second as the
mortar usage is one of most indis-
pensable tactics of LTTE. The most
of the casualties in Somalia were caused
by mortar attacks and Baluchistan

INF. ATTACK 0
RAID 61
SUICIDE ATTACK 560
VBIED 159
VVOIED 21

@ Dead region of Pakistan was constantly
harassed by indefinite fire attacks. Af-
B Wounded ghanistan, Colombia, India and Philip-
pines were the other countries in which
OAbducted such attacks were carried out.

The casualties, terrorist incidents ac-
cording to attack types, and the coun-

Chart 1 - The Casualty Report in March 2007 tries hit by terrorist attacks are shown
below.
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The Attack types used in March 2007
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Chart 3 - The countries hit by terrorist attacks in March 2007
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Revisiting the
Concept of
Deterrence in
Search for an
Adequate
Response to
International
Terrorism

Mustafa KIBAROGLU
Assoc.Prof. *

* Mustafa Kibaroglu teaches in the
Department of International Relations
of Bilkent University in Ankara, Turkey.
He is also the Academic Advisor of
NATO's Centre of Excellence Defence
Against Terrorism in Ankara.

Introduction

The end of the Cold War has created
an enormous sense of relief regarding
the threat of nuclear catastrophe. How-
ever, the realization of the threat of
worldwide proliferation of nuclear, bi-
ological, and chemical (NBC) weapons,
and ballistic missiles as their delivery
vehicles, soon after eradicated most
hopes for a more stable and peaceful
world order. Unlike the Cold War period
during which the threat of nuclear an-
nihilation was menacing but stability
could be maintained thanks to the vir-
tues of nuclear deterrence, the post-
Cold War era is characterized by highly
destabilizing factors such as the emer-
gence of non-state actors (i.c., terrorist
organizations, militia groups, cults etc.)
as well as states with unrelenting deter-
mination to acquire all sorts of weapons
of mass destruction (WMD) and their
delivery vehicles.

To date, non-state actors have not been
successful to stage attacks in which
WMD are involved, with the exception
of the Tokyo subway attack in March
1995 where sarin gas was used, causing
a dozen fatalities and thousands of
injuries. But, there is no guarantee that
such a devastating attack may not or
will not occur any time soon. There are
very few parameters or indicators ac-
cording to which one would base his/
her analysis about the likelihood of
future attacks. Unlike states whose ca-
pabilities are visible to a great extent
and disseminate some intelligence, ac-
cidentally or on purpose, about their
intentions to resort to force within a
foreseeable time frame, for instance, by
conducting unusually large scale military
maneuvers, non-state actors are almost
invisible that make it hard to track with
their capabilities, let alone to detect their
intentions about when and where they
are going to stage their next assaults.

The attacks of September 11, 2001
heralded the beginning of a new era -
no matter how contested this view may
be- where the classical approaches to
security challenges and the responses
thereof are being frequently called into
question by security analysts and aca-
demics ever since.

There is, therefore, an obvious need to

revisit the concept of deterrence with
a view to finding out its limitations as
well as to propose adequate responses
to the emerging threats posed by a
number of new actors in the interna-
tional arena to the security of many
nations worldwide.

Definition of Deterrence

Deterrence requires rational thinking,
which means the capability of a deci-
sion-maker (i.e., actor) to make cost-
benefit analysis with respect to the
policies suggested. Hence, if the cost
of expected damage that will be in-
curred because of pursuing a certain
policy is, in all likelihood, higher than
the expected benefits, then a rational
actor will most probably refrain from
pursuing that policy. He will be deterred.
The actor will either make changes to
the plan so as to take the necessary
measures to minimize the anticipated
damage -- or, will wait until such a time
when the expected benefits will be
worth taking the anticipated risks.

Originally, the word deterrence comes
from the Latin word “deterrere” that
means, “to frighten from.” However,
until now, many specialists and organi-
zations have defined “deterrence” in
their own words. John J. Mearsheimer,
in his study entitled Conventional De-
terrence describes plainly deterrence as
a way of convincing an adversary not
to fulfill a specific action by revealing
him the situation in which the expected
benefits would not match its potential
costs and risks.2 Bernard Brodie defines
deterrence as attempts to create appro-
priate “disincentives” to neutralize “the
incentives” of the opponent to destroy
the defender.3 These definitions cor-
rectly comprise the essential idea in the
concept of deterrence, to create a per-
ception in the minds of opponent that
the expected benefits from attacking
may cause a high cost. Thus, the fear
about the consequences of a specific
action was the main mechanism manip-
ulated by the concept of deterrence. In
simple form, deterrence is utilization
of threats and threat methods to prevent
undesired action of an opponent.

Theoretical Aspects of Deterrence
Some conditions must exist to talk about
an actual practice of deterrence. First,
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there must be an opponent planning to
use of force against a defender. Second,
there must be a defender planning to
offset the potential act of opponent by
exploiting threat methods.* Lastly, for
the success of deterrence, the opponent
must choose not to attack because of
the threat posed by the defender.’ In
this context, deterrence requires clari-
fying both what the opponent must not
do and the potential consequences if
he does since the success of deterrence
is likely to result from the opponent’s
conclusion to go ahead or not to go
ahead. Even though the deterrer or
defender is sincere to carry out the
deterrent threat, deterrence might still
fail because of the opponent’s ignorance
on the threat.

At this point, it will be helpful to focus
on two traditional problems of deter-
rence. One of them is to ensure that
opponent gets the threat message and
reads it propetly. Public statements and
some other methods are used to com-
municate the cost and risk of an action
to the targeted opponent. However, the
opponent may fail to take or read the
threat message rationally and properly
because of “cultural barriers to under-
standing, internal concerns, or emotion-
al strain.””? In this context, a deterrence
policy fails to generate the expected
outcomes. That is why, the threat mes-
sage must be clear and the defender
must be sure that the opponent receives
the message propetly.

The second one is the credibility of
threat. Application of deterrence policy
should contain a form of credibility
based on capability, cost, and intentions.
That is, the aggressor should understand
that the defender has capability to take
action. With this act, the cost would be
over and above expected benefit from
a specific action.® If the defender’s
statements (concerning what he may
do to prevent the specific action of the
opponent) seem merely suggestion and
are expressed in blurred terms then the
credibility of threat in particular and
deterrence in general will be not per-

suaded.

It is clear that deterrence brings into
view a psychological relationship among
opposing sides. Hence, the emotions,

perceptions, and the calculations of
decision-makers are at the center of a
deterrence policy.? For this reason, a
deterrence policy should be based not
only on the actual capability and on the
willpower of the defender to carry out
his commitments, but also on his skill
to convey this capability and determi-
nation to the opponent.

Conventional Deterrence

Before the advent of nuclear weapons,
if one said deterrence, it would mean
conventional deterrence. That is, con-
ventional forces are the instruments of
deterrence policy. Conventional deter-
rence is directly concerned with the
battlefield outcomes. It aims to deny
an aggressor accomplishing his battle-
field objective by the employment of
conventional capabilities. However, even
if the studies on conventional deter-
rence have applied different definitions
and key terms, have asked different
questions, and have tested different
hypotheses, the outcome that came into
view has not differentiated. That is, the
conventional deterrence frequently fails,
even though the potential respond of
the defender were “clearly defined,
repeatedly publicized, and defensible,
and the committed state [gives| every
indication of its intention to defend
them by force if necessary.”10

Nuclear Deterrence

Nuclear weapons are only one of a kind
that they have totally affected the
military and security strategies in a
direction different from the other
weapons did.! As Bernard Brodie puts
forth in his study entitled Straregy in the
Missile Age, with the advent of nuclear
weapons, the revolution in military
strategy came rapidly and the past
military experiences began to seem
problematic to conduct the future.
Hence, the theory of deterrence has
also been affected from this invention.
In Brodie’s words, the deterrence has
acquired a new value and implication.

As Kenneth Waltz expresses, the
deterrent strategies gain clarity when
nuclear warheads remove “the necessity
of fighting” and eliminate “the
possibility of defending because only
a small number of warheads need to
reach their targets.”’? In addition, as
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Colin S. Gray explains, in its essence,
nuclear deterrence does not differ from
any other kind of deterrence. However,
in its “plausible probability of success”,
it is effective and almost definitely more
dependable than conventional
deterrence. Since, “it is very difficult
for the recipients of nuclear threats to
believe that they would walk away with

some success from a nuclear war.”

The basis of nuclear deterrence is the
reality of the damage that the actual
use of these weapons may pose.!?
Therefore, the cost variable that has
been important for the success of
deterrence gains a new value with
nuclear weapons. Since in no case the
cost of using nuclear weapons will be
low to be accepted by any opponent.
Theoretically, nuclear deterrence may
be used to deter both the nuclear attacks
and attacks with conventional forces,
and chemical or biological weapons.
Hence, the “nuclear” specifies the
quality of the threat that will possibly
be posed by the defender against the
opponent. The stability of nuclear
deterrence was founded on an
undeniable reality that a nuclear war
could generate an extraordinary
devastation for both adversaries.!
Therefore, nuclear deterrence brought
into the game a sort of threat that was
very effective and gave no way to failure.
Unambiguously, the credibility of threat
was very high.

Contemporary Security Challenges
With the end of the Cold War the
strategic context that had long rested
on a delicate nuclear balance has also
come to an end.”® The so-called "rogue
states", as well as non-state actors which
have developed state-like hierarchical
command structures started to become
influential actors in the political and
military arena. The appearance of these
political and quasi-military entities in
the center-stage of international politics
has broadly disturbed the long-running
stability and predictability in the
international system, and also threatened
the international peace and security.
Especially, the break up of the 15
republics that constituted the Soviet
Union brought about manifold
problems, extending from the political,
military and sociological to cultural and

religious aspects of life in the newly
independent states of Central Asia and
the Caucasus. Also equally worth
considering, however, was the abolition
of strict Soviet control over military
installations, be they weapons
production facilities or research
laboratories. This has been the most
serious concern of all to international
security analysts in particular because
a number of states, as well as non-state
entities, have long been known to be
in search of ways to acquire and/or
develop weapons of mass destruction.

Often cited among these countries were
Iran, Iraq, Libya and North Korea,
which were on the record for offering
former Soviet scientists a fortune to
sell their knowledge to develop
indigenous WMD capabilities for them.
As a result of the US war on Iraq, and
thanks to the radical shift of Colonel
Qaddafi who decided to quit all of his
country’s programs related with the
development of weapons of mass
destruction, these two countries are
dropped from the list. Yet, numerous
attempts in the illicit trafficking of
material, technology and knowledge
used in the development of nuclear,
biological and chemical (NBC) weapons,
and their delivery vehicles such as
ballistic missiles continue. The security
forces of various countries have foiled
some of these attempts, while some
others are believed to have been
successful.

More importantly, however, beside these
states of concern, some non-state actors
are also identified as being involved in
the illicit trafficking network for
developing WMD capabilities. For
instance, the Japanese cult Aum
Shinrikyo has a long record of criminal
activity, including the sarin gas attack
in the Tokyo subway in March 1995.
The cult is believed to be composed of
a worldwide network of large numbers
of scientist and experts working in
many fields extending from medicine
to engineering and from archaeology
to natural sciences. Cult members were
arrested during an attempt to buy
uranium mines in Australia via the
establishment of parent companies in
order to conceal their activities, as well
as to acquire a seed stock of the deadly
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Ebola virus under the guise of scholatly
cooperation during an academic
gathering in the middle of the out break
of that disease in Africa.

Similarly, the world media was alerted
soon after the attacks on the World
Trade Center (WTC) in New York and
on the Pentagon in Washington DC,
that another non-state entity, namely
Al Qaeda had also established a
worldwide network reportedly in some
70 countries with the involvement of
thousands of people from almost all
strata of the population and with diverse
professional backgrounds. The list of
such non-state actors is not exhausted
and includes clusters of peoples with
different objectives, extending from
those that uphold religious extremist
principles to racist militia groups. What
is of common concern to security
analysts with respect to such non-state
entities is their desire and the ability to
gain access to WMD and/or the
material used in their production.
Should this happen, maintaining peace
and stability in the world will become
extremely difficult.

Limits of Classical Deterrence
Even though the so-called rogue states
are a major case for serious concern
because of their ambitions to take the
"revenge" from the militarily more
powerful and economically and
technologically far more advanced
countries of the West, the threat that
they pose is still considered to be one
that the Western countries can
accommodate. This is because, in case
of an attack by such a state, there would
be a number of strategic targets of
theirs (i.c., political headquarters, military
installations, bases and the like) whose
exact co-ordinates would be known to
the countries attacked. Hence, they
would be capable of striking back with
their superior retaliatory forces. In such
cases, the major premises of the classical
theory of deterrence are likely to prove
successful.

However, non-state actors, mostly the
products of the 1990s, have steadily
evolved in terms of organizational
structures and have increased their
sophistication in operational capabilities.
These peoples may not always have

specific headquarters, military bases, or
standing armies against which an
attacked country can launch retaliatory
strikes. In the absence of the original
address of the aggressor, the only
politically and militarily viable option
today seems to be to hold certain
countries responsible for giving logistical
support to such entities and therefore
threaten them with retaliation in kind.
This has been the case in the immediate
aftermath of the terrorist attacks on
the American embassies in Kenya and
Tanzania. Then the US held Sudan and
Afghanistan responsible for giving
support to the terrorists who staged
the attack and retaliated by striking with
cruise missiles that carried conventional
warheads. But, the legitimacy of these
counter strikes was discussed in the
international arena.

Notwithstanding the question of
legitimacy, the options become
eventually rare as the spectrum of terror
and terrorism grows and changes in
profile. Unlike a number of terrorist
groups in the past, which needed and
continue to need state sponsorship to
find shelter as well as logistical and
financial support, developments in
technology and science may soon, if
they have not done so already, render
such support unnecessary. Individuals
with adequate knowledge in a certain
scientific fields and with the sufficient
level of technological equipment may
very well initiate terrorist attacks that
may cause massive casualties and
material damage beyond one's
imagination.

The definition of terror and terrorism
should be made as broadly as possible
without limiting the profile of a terrorist
to someone living in the caves over the
mountains carrying MK-47 machine
guns and explosives. Anybody who
would be able to initiate a deliberate
attack with malign purposes could be
counted as a terrorist or a credible
source of serious threat. There are
thousands of peoples on earth who
may have access to sensitive scientific
knowledge and technology, who, for
one reason or another, may one day
decide to use such capabilities not for
the good of humanity, but rather for
devastating the lives of millions. A far-
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fetched scenario this may be, but the
idea of mailing anthrax spores
worldwide was seen as almost equally
unlikely until recently. These are typical
“low probability, high consequences”
scenarios, which must be given more
serious thoughts in the “new
international psyche” after the tragic
events of 11 September. What is
worrisome is the inability of states to
trace those who would be responsible
for such attacks. There may or may not
be a state behind such “maverick”
individuals.

Impact of Religious

& Cultural Differences

One other danger associated with state-
sponsored or individual terrorism is
that those who are involved in such
activities may have motivations and/or
reasoning stemming from their diverse
religious, cultural or ethnic backgrounds.
Or their attempts may be represented,
and even justified in some circles, as
being a result of such differences
between their belief systems and those
of the rest of the world. This being the
case, especially in the face of the
terrorist attacks on America, the study
of international relations will require
reviewing its long-established standard
level of analysis, namely the szaze level.
The interpretation of the tragic events
that took place on 11 September is
being done mainly on two grounds.
First, there are those who analyze the
situation at the state level and determine
their political disposition with respect
to their relations with the United States,
while at the same time they condemn
terrorism. Second, there are those who
perceive the September 11 events as
being a result of the clash of
civilizations.!6 O, to put it more simply,
they see it as an outcome of a clash
between Islam and Christianity as well
as Judaism.

Should this be the case, the study of
international relations must be shifted
from the state level, where the concept
of “national interest” is the ultimate
determinant of the pace of relations
between states and other actors, to the
community (ummah) level where the
interest of the community (e.g. Muslims
all over the world regardless of their
national identities) should be taken into

consideration.

Conclusion & Recommendations
The new form of terrorism, which has
become a global problem, should be
dealt with by means of cooperation and
collaboration at global level with the
participation of as many countries as
possible. It is quite clear that classical
deterrence cannot be effective in
stopping the new actors in the
international arena from doing what
they plan to do. New approaches are
needed to prevent these groups of
people from fulfilling their objectives,
which may possibly cause catastrophic
damages to not only the mankind but
also to the environment. But, there are
a number of difficulties on the way to
achieving this goal, some of which seem
to be insurmountable.

Unlike the case for the decision-making
bodies of the states in the international
arena, non-state actors and their devoted
members do not make classical rational
cost-benefit analysis, nor do they set
their objectives to pursue some material
gains. They are not interested in
separatist or ideological struggle either.
The greatest cost being loosing one’s
life is not at all considered to be a cost
or something to fear. On the contrary,
it is seen as a gain. That is, they believe
that, once they lose their lives by
committing a suicidal attack, for
instance, they will gain the greatest
benefit of all, namely a place in Heaven.
Hence, trying to create disincentives to
neutralize the incentives of such people
is highly likely to fail. One effective
measure might be to try to find ways
to make this kind of terrorists to be
concerned with what may happen to
their values because of their acts of
terror. In other words, if these terrorists
can be convinced that what they value
the most will suffer from their terrorist
acts, then they may be deterred from
committing those acts.

On the other hand, bearing in mind the
fact that the new actors do not neces-
sarily have specific addresses to retaliate,
efforts to convey a message of deter-
mination or to display the capability to
strike back will make no significant
difference either. Moreover, in the ab-
sence of a clear-cut state as the aggres-
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sor, the response, if at all possible, will
have to be with conventional weapons,
and deterrence will most likely not work
for reasons that have been discussed
earlier.

Hence, against this background, where
classical deterrence is likely to fail in
most circumstances, taking measures
to be able to preempt against the ter-
rorists as well as to prevent possible
attacks gains importance. But, this must
be done in such a way that they should
be strictly limited to be employed only
against non-state actors, not against the
states. Preemptive action against states
can be an option only in the case of
availability of undeniable hard evidence
of collaboration between states and no-
state actors to stage an attack, which is
believed to be eminent. All in all, pre-
emption will be problematic and will
have political implications, especially in
the case of an attack against states, no
matter what the reason may be. Yet, to
achieve this goal, all the peace-loving
countries in the world should unite their
capabilities in the fight against terror
coming from anybody, anywhere, any-
time, while preserving their disagree-
ments on a host of other issues.

One of the most significant and possibly
most effective instruments in the fight
against non-state actors is intelligence.
Therefore, states being the essential
actors in the international political arena
should do their utmost to cooperate in
the field of gathering and sharing intel-
ligence. Nevertheless, one must ac-
knowledge the deeply rooted difficulties
in sharing intelligence among states. It
is already very difficult to share intelli-
gence within the states themselves
among their national institutions. Yet,
there are some examples, both at the
state level and international level, which
may be sources of inspiration for fur-
ther collaborative action in this field.
To achieve such a goal, NATO may be
an appropriate venue to gather and
share intelligence collectively. There
already exists a very sophisticated infra-
structure within the North Atlantic

Alliance which is expanding both in
terms of membership, by way of admit-
ting most of the central and eastern
European countries, and also in terms
of scope of its mission. NATO is no
more an organization concerned with
territorial defense against a clearly de-
fined enemy. Since the end of the Cold
War, NATO has been undergoing a
comprehensive process of transforma-
tion to meet the emerging challenges
such as those mentioned above. NA-
TO’s command and control structure
as well as its planning capabilities are
being upgraded steadily. Technological
supremacy of NATO is being supple-
mented with additional elements that
are hoped to enable the Alliance to
expand its human intelligence (HU-
MINT) capability, which is more reliable
in the fight against the non-state actors.
Because, technological superiority does
not mean too much, after a certain level,
in trying to track with the individuals
who are known or suspected to be
members of non-state actors.

Bearing in mind such positive develop-
ments within the Alliance, more and
more countries should be invited to
collaborate with NATO countties, either
by way of becoming full or associate
members or partners. Since the threat
posed by world-wide terrorist networks
is global, responses should be global as
well. Instead of trying to establish in-
stitutional structures anew, the existing
NATO platform which has a built-in
credibility earned over the years should
be exploited to the most and its capa-
bilities should be made commensurate
with the challenges. The NATO Summit
that took place in Istanbul in late June
2004 hinted at the possibility of ex-
change of information between the
existing members of NATO and other
nations which have both the capability
and the will to collect and share intelli-
gence. There is no guarantee that a
nation which is not a target of the non-
state actors at present will never be
targeted in the future for whatever rea-
son that may make sense only to the
members of the terrorist organizations.
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Introduction

Putting aside the misguided perception
of “your terrorist versus my terrorist”,
we must admit that there exists a lot
of type of ‘terrorist’ threatening our
lives, our values and the stability all
around. There is no internationally
agreed definition of terrorism. Also
there are more than 300 different def-
inition of terrorism.

Terrorism is a threat to all states and
to all peoples. It poses a serious threat
to our security, to the values of our
societies and to the rights and freedoms
of our citizens, especially through the
indiscriminate targeting of innocent
people. The target of terrorism is not
a single society, culture or civilization
but the whole “humanity and civiliza-
tion”. Terrorism is criminal and unjus-
tifiable under any circumstances.

Moreover, International terrorism is a
global problem, and no country, no
region; no people are completely im-
mune from terrorist violence.

Definition Problem

Since we have difficulty in describing
terrorism within a single common def-
inition, we should all together determine
the parameters of common understand-
ing in combating terrorism, because
common parameters will eventually
bring us to a common understanding,

But we are still looking for finding a
working definition of terrorism and
we still lack a global definition of ter-
rorism. We are fortunately moving in
the direction of a comprehensive global
convention against terrorism, including
a definition.

Many governments have failed to ap-
preciate the extent and implications of
the terrorist threat to modern societies.
As a result, most of the countries have
not developed a strategy to deal effec-
tively with the challenge. The major
reason for this failure is the definitional
confusion over terrorism. We will crit-
icize these major reasons and proposed
solutions for this failure in follow on

paragraphs.

In the twenty-first century, terrorism

remains a vital threat to national and
global security interests. As we have
seen, many different characteristics
have been attributed to the twenty-first
century terrorism, It is said to be mo-
tivated by religious fanaticism, use ex-
treme indiscriminate violence and pos-
sibly WMDs, be increasingly
independent from state sponsors and
organize itself in network structure
helped by communications technology
and new amateur terrorists who only
come together in ad hoc groupings.!

Terrorists and groups appear more
willing to experiment with the use of
non-conventional weapons such as
CBRN today. The future patterns of
terrorism present a grim picture.?

These conventional and unconventional
challenges to the world’s stability require
effective national, regional and global
efforts to counter all forms of terror-
ism.3

The tragic 9/11 attacks have portrayed
once again the transnational character
of terrorism unlimited by the borders
of any nation. No nation can ensure
keeping terrorism outside of its borders.
The developments that make political
botrders more and more translucent,
do not allow any country to be com-
pletely immune to the social, economic
and political unrest and disturbances
in other parts of the world. Just like
environmental problems, terrorism is
no longer a problem confined to a
specific country or a region and has
gained a global dimension.*

Different Strategies for
Countering Terrorism

Which model of counter strategies
should be adopted by the countries?
Or is it possible to develop new model
combining effectiveness with democrat-
ic acceptability? We survey the range
of approaches that have been taken
toward countering terrorism over the
past 25 years and assess their relative
effectiveness as well as their acceptabil-
ity to democratic values.

Nations should conduct risk-based
assessments of Critical National Assets
which, if damaged or destroyed would
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affect a country’s ability to continue
normal life. They should adopt a range
of actions intended to prevent terrorist
actions, to pursue those responsible,
to protect against attacks and to develop
resilience against them.

Today, a lot of professionals are work-
ing together to counter terrorism. Police
officers, military personnel, intelligence
personnel, public prosecutors, station
and platform inspectors, customs offi-
cials, F-16 pilots, train conductors,
security guards, tax experts and many
others. Their organizations are in con-
tact with each other and keep each
other informed. Together they form a
‘shield” against terrorism. Cooperation
among the forces (Police, military, in-
telligence), the political system, the
general public and the media is partic-
ularly important to be successful to
counter terrorism.

It is also vital to achieve better coordi-
nation and cooperation between na-
tions, international organizations, in
order to counter terrorist threat. The
most vital element in countering terror-
ism is to establish a cooperative ap-
proach by involving all the necessary
bodies that works for solving the prob-
lem. This cooperation can only be pos-
sible by recognizing and evaluating
every kind of terrorist organization as
a common target without making any
discrimination among them.

Nations and international organizations
had developed certain response models
for coping with terrorism. There have
been a series of responses to the ter-
rorist threat at national or international
level. They have taken a number of
initiatives to counter terrorism. Never-
theless, all these responses and measures
are not sufficient to counter terrorism.
We need an agreed international level
counter terrorism strategies including
political and military level measures.
Let us look at summary of nations and
international organizations counter
terrorism strategy to compare them
and to show you the differences be-
tween them.

American Approach for
Countering Terrorism

Since the 1970s, all US administrations
have viewed terrorism, especially inter-
national terrorism, as a serious threat
to national security that requires a
strong response.

Although domestic there were few do-
mestic terrorism incidents like Oklaho-
ma bombing and bombings of abortion
clinics by the extremist Christians, the
main threat to th U.S came from abroad
in the form of either to single attacks
to American citizens or to the American
military and civilian facilities like Beirut
Marine Barracks bombings, Khobar
Tower bombings or single assassination
or kidnapping incidents mostly by mid-
dle eastern Terrorist Groups.

The combating strategy in domestic
incidents was mainly a police approach
in the lead of FBI. The reaction for
the international terrorism was not so
comprehensive and some argue that
they were passive when one thinks the
pulling out the American troops from
Lebanon after the marine barracks at-
tacks.

9/11 attacks made the U.S change its
overall strategy from passive measures
to a more proactive one as the projec-
tion of preemption strategy of Bush
administration.

US recognize their strategy for combat-
ing terrorism as winning the War on
Terror. President Bush underscored
this during his September 15, 2005,
speech to world leaders at the UN in
New York. He spoke about confronting
threats directly, engaging the enemy,
disrupting terrorist networks, denying
enemies safe haven, building interna-
tional coalitions, forging treaties that
reinforce the rule of law, denying the
enemy weapons of mass destruction,
and changing the conditions that ter-
rorists exploit.?

They are not only planning to employ
military power, but also using diplomat-
ic, financial, intelligence, and law en-
forcement activities to protect their
homeland and extend their defense.
From the beginning, the War on Terror
has been both a battle of arms and a
battle of ideas. In the short run, the
fight involves the application of all
instruments of national powers. In the
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long run, winning war on terror means
winning the battle of ideas.®

It is extremely difficult, indeed impos-
sible to eliminate terrorism by using
military force only. Any strategy of
counter-terrorism should take into con-
sideration the political nature of terror-
ism and of war termination. Accord-
ingly, the implementation of non-
military measures (political, social, and
economic) would be required to termi-
nate terrorism.

European Approach

On the other side, The September 11,
2001 terrorist attacks on the United
States and the subsequent attacks on
European countries such as the United
Kingdom and Spain have prompted
both sides of the Atlantic to reinvigo-
rate their respective efforts to ensure
homeland security and combat terror-
ism. However, U.S. and European ap-
proaches to these issues differ. Euro-
pean countries have largely preferred
to work within their existing institutional
architectures to combat terrorism and
respond to other security challenges
and disasters, both natural and man-
made.

EU countries adopt a range of actions
intended to prevent terrorist action by
using police and judicial actions, to
pursue those responsible, to protect
against attacks and to develop resilience
against them. Fach should have a crises
management structure that would reg-
ularly rehearse tackling contingencies.
Most of the EU countries tend to stress
“soft power” instruments such as di-
plomacy, development assistance, and
addressing issues that can give rise to
terrorism.”8 Intelligence agencies have
identified different level of threat to
EU nations. This means perceptions
of the risk arising from terrorism dif-
fered widely across the EU. Terrorism
is clearly recognized as a prime danger
in some member states such as Britain,
France, Germany, Italy and Spain, while
in others organized crime is considered
to be much more direct relevance.

Our study recognizes that EU nation’s
approaches will continue to differ wide-
ly, because of differing experiences,

threat perceptions, and levels of public
confidence against counter terrorism.
Hence their response to counter terror-
ist threat and strategy will be different.
Consequently, it is also difficult to elim-
inate terrorism by using “soft power”
instruments only.

Israeli Approach

Because of ongoing suicide attacks
from Palestinian and other terrorist
organizations, Israel continues to have
an aggressive counter- terrorism strat-
egy. The security of the nation relies
on the Israeli Defense Force (IDF), the
Israeli Security Agency (ISA), and Shin
Bet to counter terrorism, not outside
governments. The IDF, ISA, and Shin
Bet employ three different measures
in an attempt to thwart terrorist attacks
both in Israel and the Occupied Terri-
tories. Defensive, operative, and puni-
tive measures are used in different phas-
es of terrorist attacks in an attempt to
protect the lives of Israeli citizens. Of
all the three measures used by the IDF
and other security agencies, defensive
actions have by far been the most ef-
fective to date is included.

UN Approach

If we look at UN strategy, the strategy
broadly consists of five pillars or five
“D’s” as referred to during the Madrid

Summit;

Dissuade disaffected groups
from choosing terrorism as a tactic to
achieve their goals,

Deny terrorists the means to
carry out their attacks,

Deter States from supporting
terrotists,

Develop State capacity to pre-
vent terrorism,

Defend human rights in the
struggle against terrorism. UN Global
Strategy to Counter Terrorism, 8 Sep-
tember 2006.°

Although the UN strategy against ter-
rorism in the aftermath of 9/11 almost
exclusively focused on preventing the
financing of terrorism, other logistical
aspects in carrying out an attack are (in
more detail) included in this strategy:
Recruitment, training, weaponry and
communication. Particular reference is
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made to the use of the Internet as an
instrument in recruitment, dissemina-
tion of information and propaganda.l®

When we compare and see the differ-
ences of nations and international or-
ganizations counter terrorism strategy,
we can easily decide that there should
be political will, intelligence sharing
within the international organization,
a united effort and multidimensional
strategy to counter terrorism.

Turkish Approach

As a country suffering from terrorism
for almost 40 years, Turkey developed
a very comprehensive approach to
countering terrorism including counter
measures in realm of law, law enforce-
ment, military and social development,
the main framework being the law.

In addition to economical privileges
given by the governments to the places
where terrorist incidents are high in
number, in military realm, Turkey con-
ducted internal security operations au-
thorized by the governors where the
law enforcement personnel were not
enough to cope with the threat. Military
also provided public services like build-
ing schools, providing military person-
nel to the schools, opening preparatory
courses for the University Entrance
Exam. In every realm the law and justice
were the main baseline. In short military
undertook a supportive role to the law
enforcement in combating terrorism
inside the country, and operated in
accordance with Turkish constitution
and international law by striking the
terrorist safe havens outside its borders
in the framework of hot pursuit.

Recommendations

Terrorists exploit weak states as havens
where they can hide from arrest, and
train or recruit personnel. Making all
states more capable and responsible
must therefore be a major part of our
global counter-terrorism effort. This
means promoting good governance
and the rule of law, with professional
police and security forces who respect
human rights.!

Also it is very important to prevent
and suppress the financing of terrorist

act by reorganizing international laws,
to take necessary steps, to prevent the
commission of terrorist acts and to
prevent the movement of terrorists or
terrorists groups by effective border
controls and controls on travel docu-
ments.

Additionally, an international court for
terrorist crimes should be instituted.
We must deny terrorists the means to
carry out their attacks. That means
making it difficult for them to travel,
to receive financial support, or to ac-
quire nuclear or radiological material.

Furthermore human rights and the rule
of law should be core values for our
counter strategy. So we must not sacti-
fice them in our response. If we do,
we are handing a victory to the terror-
ists. “Upholding human rights is not
merely compatible with a successful
counter-terrorist strategy. It is an essen-
tial element in it.”12

UN have some efforts to counter ter-
rorism, but as it is revealed before, there
is no agreement and solution. For this
reason, to promote effective action
against terrorist organizations and the
states that support them, a permanent,
international anti-terrorism institution
must be given the authority to identify
nations and organizations considered
to be involved in terrorism, and deter-
mine sanctions and actions to be taken
against them.

This international entity should employ
its own independent intelligence sources
against terrorist agents throughout the
world. Another form of cooperation
has to do with sharing technological
knowledge. There should be a united
effort to develop a variety of techno-
logical means: to identify and neutralize
terrorists from a distance; intelligence
equipment for wiretapping, surveillance,
command and control; means for lo-
cating and neutralizing explosives, as
well as chemical and biological agents;
methods for supervising crowds and
restoring order.

Conclusion
As a conclusion, without adopting an
international accepted definition of the
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term “terrorism”, the international
community will not be able to create
the necessary international institutions,
and to adopt the international strategies
that are needed for combating effec-
tively the danger of terrorism.

Terrorism has not disappeared from
the world scene. We are making
progress in countering terrorism in
some areas, but new dimensions to this
problem continue to emerge with dis-
tressing frequency. There is no magic
solution to this international scourge.
But one can be optimistic that global
terrorism threat will diminish as an

issue according to strong political will
of nations and their cooperation and
coordination efforts to confront the
terrorists.

So it is expected to look forward to the
speedy adoption and implementation
of a global strategy against terrorism
to promote comprehensive, coordinat-
ed and consistent responses, at the
national, regional and international
levels, to counter terrorism.

Today’s tactical victory, it is not guar-
anteed for tomorrow’s strategic suc-
cess.3
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1. Introduction

Now that terrorism has gone beyond
the national framework and become a
transboundary phenomenon, the state
bodies come face to face not only with
national but also international units.
Thus, the state has to fight terrorists
and forces supporting them inside as
well as outside its national authority.!

As one sees it, international law should
develop on the basis of modern realities
if these differences are to be settled.
First aspect, it is necessary to provide
an international legal definition of ter-
rorism. Up till now there are numerous
definitions of terrorism. Yet, no inter-
national legal understanding on how
to qualify international terrorism is in
existence. Though this issue, if solved,
will make it possible to avoid double
standards with regard to terrorists and
terrorist activities as a whole.?

Since States are yet to agree upon a
definition of terrorism, it is impossible
to criminalize terrorism under interna-
tional law. As a result the general prac-
tice is to prosecute individuals for the
underlying criminal acts, not for the
undefined crime of “terrorism.”? In
other words, although individuals can
be held criminally responsible for some
specific forms of terrorism which are
prohibited by particular treaties-for
example, hijacking of aircraft, terrorist
acts against internationally protected
persons including diplomatic agents,
the taking of hostages, terrorist acts
against the safety of maritime naviga-
tion, terrorist bombing, financing of
terrorism- terrorism per se is not a
crime under customary international
law.

The legal framework for an internation-
al legislation already exists. Over the
last forty years the UN and its special-
ized agencies approved 13 main inter-
national treaties related to the fight
against terrorism, and the Council of

Burope, seven treaties.*

It would be useful to concentrate our
debate on the legal framework of the
phenomenon of terrorism and on how
we can combat this threat by legal
means and methods.

COE-DAT organized a course to assist
NATO staff to improve their skills in
Legal Aspects of Combatting Terrorism
and to notice the impact of internation-
al agreements and institutes in legal
aspects of combating terrorism.
The course was planned, and, imple-
mented in COE-DAT, Ankara/Turkey
between 29 January -02 February 2007
and gathered 52 participants from 24
different countties, most of whom were
currently working as legal advisors. 43
of the participants were from NATO
countries.

“Legal Aspects of Combating Terror-
ism Course” addressed topics that in-
clude international law and treaties
relating to terrorism, human rights
issues, financial underpinnings, inter-
agency and multinational approaches
to counter terrorism, the military re-
sponse to terrorism, rules of engage-
ment in multinational operations.

2. Historical Process Of The Legal
Aspects Of Combating Terrorism:
a) Back in 1937, the League of Nations
tried to set the standards for dealing
with the problem of international ter-
rorism. They put forward the idea of
a ‘Convention for the Prevention and
Punishment of Terrorism’. This Con-
vention never came into force. It was
never ratified by the members of the
League. The problem was, as it is today,
that a proper definition of what exactly
a ‘terrorist’ was could not be found.

b) Although there is no internationally
recognized definition of terrorism,
terrorism itself is expressly prohibited
in many treaties. The article 33(1) of
the Fourth Geneva Convention of 1949
provides that “collective penalties and
likewise all measures of intimidation
or of terrorism are prohibited”.6

¢) Under the UN Charter, Article 51,
which contains the right to individual
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and collective self-defense, specifies
the conditions under which individual
states may resort to force. The exercise
of right of self-defense is permissible
‘until the Security Council has taken
the measures necessary to maintain
international peace and security’.’
d) It is clear that the Article 2(4) of
UN Charter prohibits all unilateral use
of force — employed directly or indi-
rectly. Thus, the prohibition of force
in Article 2(4) is a general and author-
itative principle: “All Members shall
refrain in their international relations
from the threat or use of force against
the territorial integrity or political inde-
pendence of any state, or in any manner
inconsistent with the purposes of the
United Nations.””8

e) The Article 4(2)(d) of the Second
Additional Protocol of 1977, on intet-
nal armed conflicts, prohibits “acts of
terrorism” “at any time and in any place
whatsoever”.?

f) Apart from the UN activities, there
exist numerous regional instruments
with respect to condemnation of ter-
rorism, such as the European Conven-
tion on the Suppression of Terrorism,
1977. The European Convention on
the Suppression of Terrorism, stipulates
in its Article 1, Paragraph (e) that “an
offence involving the use of a bomb,
grenade, rocket, automatic firearm or
letter or parcel bomb, if this use endan-
gers persons;” shall not be regarded
“as a political offence or as an offence
connected with a political offence or
as an offence inspired by political mo-
tives”.10

2) The UN has sought to tackle the
question of terrorism in a comprehen-
sive fashion. In December 1972, the
General Assembly set up an ad hoc
committee on terrorism! and in 1994
a “Declaration on Measures” to elimi-
nate international terrorism was adopt-

ed.2 Under this resolution, “all acts,
methods and practices of terrorism”
are condemned “as criminal and unjus-
tifiable, wherever and by whomever
committed, noting that “criminal acts
intended or calculated to provoke a
state of terror in the general public, a
group of person or persons or particular
persons for political purposes are in
any circumstance unjustifiable, whatever
the considerations of a political, philo-
sophical, ideological, racial, ethnic, re-
ligious or any other nature that may be
invoked to justify them.” States are
obliged to refrain from organising,
instigating, facilitating, financing or
tolerating terrorist activities and to take
practical measures to ensure that their
territories are not used for terrorist
installations, training camps or for the
preparation of terrorist acts against
other states.3

h) An Ad Hoc Committee was also set
up in 1996 to elaborate international
conventions on terrorism. The Conven-
tions for the Suppression of Terrorist
Bombing in 1997 and of the Financing
of Terrorism in 1999 resulted.’® The
Committee is also working on drafting
a comprehensive convention on inter-
national terrorism.

1) According to the resolution 1566,
adopted on 08 October 2004, the UN
Security Council reaffirmed its resolu-
tions 1267 (1999) of 15 October 1999
and 1373 (2001) of 28 September 2001
concerning threats to international
peace and security caused by terrorism.

3. The General Framework Of Legal
Response To Terrorism:

a) After the bombings of America’s
East African embassies in 1998, and
the US response of firing cruise missiles
at Al Qaeda training camps in Afghan-
istan, the UN passed Resolution 1267
— the UN Afghanistan Regulations
(UNAR) in 1999. This created a list of
what were to be considered by the
international community as ‘terrotists’.
According to 1267, States should freeze
the financial assets and prevent the
flow of funds to Al Qaeda, Osama bin
Laden and the Taliban. These groups
and this individual were thus to be, in
the UN’s eyes, treated as terrorists.16
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b) In 1999 the UN General Assembly
adopted the International Convention
for the Suppression of the Financing
of Terrorism on 9 December 1999
which not only prohibits certain acts
of terrorism but also provides a defini-
tion. This definition is two-folded: first,
in Article 2(a) it refers to the acts pro-
hibited by nine other treaties listed in
the Annex ; secondly, in Article 2(1)(b)
it provides a formula that completes
the previous “definition by reference”
and provides that terrorism is:’ Any. . .act
intended to canse death or serions bodily injury
to a civilian, or to any other person not taking
an active part in the hostilities in a situation
of armed conflict, when the purpose of such
act, by its nature or context, is to intimidate
a population, or to compel a government or
an international organization to do or to
abstain from doing an act\?

c) After the 9/11 attack upon the World
Trade Center, this process moved into
a higher level. The resolution
1368,/2001 was adopted on 12 Septem-
ber 2001, the Council expressly con-
demned the attack and declared that it
was regarded such attacks “like any act
of international terrorism, as threat to
international peace and security”.® The
resolution recognizes the inherent right
of individual or collective self-defence
in accordance with the Charter of the
United Nations. It emphasizes the need
to combat by all means threats to intet-
national peace and security caused by
terrorist acts. The resolution accordingly
calls on all States “to work together
urgently to bring to justice the perpe-
trators, organizers and sponsors of
these terrorist attacks;...those respon-
sible for aiding, supporting or harbour-
ing the perpetrators, organizers and
sponsors of these acts will be held
accountable”.

d) In a similar vein, Resolution 1373
(2001), adopted on 28 September 2001,
reaffirmed its resolutions 1269 (1999)
of 19 October 1999 and 1368 (2001)
of 12 September 2001 and the need to
combat by terrorist acts. Depending
on the power entrusted under Chapter
VII, the Council made several binding
decisions demanding inter alia for the
prevention and suppression of the fi-
nancing of terrorist acts, the criminal-

isation of wilful provision or collection
of funds for such purposes and the
freezing of financial assets and eco-
nomic resources of persons and entities
involved in terrorism. Further, states
were called upon to refrain from any
support to those involved in terrorism
and take action against such persons,
and to co-operate with other states in
preventing and suppressing terrorist
acts and acting against the perpetrators.?

e) After 9/11 the UN Secutity Council
also set up the Counter - Terrorism
Committee (CTC). The CTC is an in-
strument to monitor the implementa-
tion of Resolution 1373 by all States
and to increase States’ capability to
fight terrorism. Thus the committee is
basically an oversight body to make
sure that all States are moving forward
together against what the UN is now
calling terrorism.20

f) UN resolution 1566, adopted on 08
October 2004, includes;?!

(1) The UN Security Council
reaffirmed its resolutions 1267 (1999)
of 15 October 1999 and 1373 (2001)
of 28 September 2001 as well as its
other resolutions concerning threats to
international peace and security caused
by terrorism.

(2) It calls upon states to coop-
erate fully with the Counter - Terrorism
Committee (CTC) established pursuant
to resolution 1373 (2001), including
the recently established Counter — Ter-
rorism Committee Executive Director-
ate (CTED), the “Al Qaeda /Taliban
Sanctions Committee” established pur-
suant to resolution 1267 (1999) and its
Analytical Support and Sanctions Mon-
itoring Team, and the committee estab-
lished pursuant to resolution 1540
(2004), and further calling upon such
bodies to enhance cooperation with
each other.
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(3) It decides to establish work-
ing group consisted of all members of
the Security Council to consider and
submit recommendations to the UNSC
on practical measures to be imposed
upon individuals, groups or entities
involved in or associated with terrorist
activities.

(4) Recalls that criminal acts,
including civilians, committed with the
intent to cause death or serious bodily
injury, or taking of hostages, with the
purpose to provoke a state or terror in
the general public or in a group of
persons, intimidate a population or
compel a government to do or abstain
from doing any act must be punished
by penalties consistent with their grave
nature by all the states.

@) According to the resolution 1624,
adopted on 14 September 2005,2

(1) States must ensure that any
measures taken to combat terrorism
comply with all their obligations under
international law. The states should
adopt such measures in accordance
with international law, in particular
international human rights law and
refugee law.

(2) Stressing its call upon all
states to become party, as a matter of
urgency, to the international counter-
terrorism conventions and protocols
whether or not they are party to regional
conventions on the matter, and to give
priority consideration to signing the
international convention for the sup-
pression of nuclear terrorism adopted
by the general assembly on 13 April
2005.

(3) It emphasizes the importance of
the role of the media, civil and religious
society, the business community and
educational institutions in those efforts
to enhance dialogue and broaden un-
derstanding, and in promoting tolerance

and coexistence, and in fostering an
environment which is not conductive
to incitement of terrorism.

(4) This resolution calls on
states to report to the committee on
their counter — terrorism steps, and
directs the committee to continue help-
ing governments build their capabilities.

4. United Nations Conventions
On Terrorism:

Since the issue is international, the UN
must set the obligations and regulations
for dealing with the problem of inter-
national terrorism. The problem of
international terrorism needs states to
co-ordinate and co-operate. It is only
through working together that interna-
tional terrorism can be defeated. If the
terrorist can cross borders so easily and
can gain support in so many different
countries then it becomes the respon-
sibility of all states to act as if they
have a common enemy — the terrorist.
The UN must be the lead agency to
ensure this co-ordination and co-
operation.?

As, I have mentioned at the outset, we
have more than 13 international con-
ventions under the framework of UN:

* ‘Convention on offences and
certain other acts committed on board
aircraft’ was signed at Tokyo on 14
September 1963 and ratified by 180.

* The Convention for the Sup-
pression of Unlawful Seizure of Air-
craft’ signed at The Hague in 1970 and
ratified by 181 states.

* ‘Convention for the Suppres-
sion of Unlawful Acts against the Safety
of Civil Aviation’. signed at Montreal
in 1971 and ratified by 183 states.

* ‘Convention on the Preven-
tion and Punishment of Crimes against
Internationally Protected Persons, in-
cluding Diplomatic Agents’ signed at
New York on 14 December 1973 and
ratified by 159 states.

* ‘International Convention
against the Taking of Hostages’ was
signed at New York in 1979 and has
153 ratifications.

* ‘Convention on physical pro-
tection of Nuclear Material® signed at
Vienna on 3 March 1980 and has 116
ratifications.

* ‘Protocol on the suppression
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of unlawful acts of violence at airports
serving international civil aviation®
signed at Montreal on 24 February 1988
and has 1506 ratifications.

* ‘Convention for the suppres-
sion of unlawful acts against the safety
of Maritime Navigation‘ done at Rome
on 10 March 1988 and has 134 ratifica-
tions.

* ‘Protocol for the suppression
of unlawful acts against the safety of
fixed platforms located on the conti-
nental shelf® done at Rome on 10 March
1988 and has 123 ratifications.

* ‘Convention on the marking
of plastic explosives for the purpose
of detection® signed at Montreal on 1
March 1991 and has 123 ratifications.

* ‘International convention for
the suppression of terrorist bombings
signed at New York in 1997 and has
145 ratifications.

* ‘International convention for
the suppression of the financing of
terrorism’ signed at New York on 9
December 1999 and has 150 ratifica-
tions.

* ‘International convention for
the suppression of acts of Nuclear
Terrorism* signed at New York on 13
April 2005.24

5. Diverging Approaches To
Terrorism By Nations:

Terrorism is a global phenomenon, so
it needs global solutions. There is a
strong need for co-operation between
states in providing intelligence, arrest
of individuals and hindrance of funding
and general movement. However, true
co-operation requires that different
countries have the same approach to
dealing with the ‘enemy’, the terrorist.
This is not apparent, especially in the
case of EU and US.%

6. Legal Basis For Targeting The
Funding Of Terrorism:

In the area of counter-terrorist financ-
ing, three specific political-legal mea-
sures are vitally important. They are
the International Conventional for the
Suppression of the Financing of Ter-
rorism (1999) — one of the 13 universal
UN conventions dealing with specific
areas of terrorist behaviour and/or
activity; UN Security Council Resolu-
tion 1373 agreed on 28 September

2001; and the Financial Action Task
Force on Money Laundering established
in 1989.26

A relationship exists between funding
and effectiveness of terrorist activity,
although it is not a linear relationship.
Money or funding is a necessary pre-
requisite to terrorist groups carrying
out acts of terrorism. Terrorists need
funds to conduct operations, but they
also need funds for a range of infra-
structure, logistic, support and human-
itarian requirements. Invariably, these
costs are greater than the operational
costs, as 9/11 and other terrorist attacks
have demonstrated.?”

It was estimated that 9/11 plotters
spent between $400,000 - $500,000 to
plan and conduct 9/11 attack over 2
years.28 CIA estimates that it cost al
Qaeda about $30 million per year to
sustain all its operations before 9/11.2°
Terrorists raise funds from a variety of
sources and activities that can be broad-
ly divided into legal (or quasi-legal)
sources on the one hand and illegal
sources on the other hand.

7. Conclusions:

1. Terrorism is a global phenomenon,
so it needs global solutions. There is a
strong need for co-operation between
states in providing intelligence, arrest
of individuals and hindrance of funding
and general movement. However, true
co-operation requires that different
countries have the same approach to
dealing with the ‘enemy’, the terrorist.
The UN must be the lead agency to
ensure this co-ordination and co-
operation for dealing with the problem
of international terrorism.30

2. There is no international legal agree-
ment on how to qualify international
terrorism in existence. Though this
issue, if solved, will make it possible
to avoid double standards with regard
to terrorists and terrorist activities as
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a whole. The United Nations must try
to set the “comprehensive convention
on international terrorism” for dealing
with the problem of international ter-
rorism.

3. There are many international orga-
nizations working together to set norms
and standards, but the UN, and espe-
cially the UN Counter-Terrorism Com-
mittee (CTC), is very central to the
global combating the financing of ter-
rorism (CFT) effort.3!

4. Interagency cooperation against ter-
rorism can only be achieved by greatly
expanding collaboration amongst states
and maximizing the flow of informa-
tion at various levels, investing in tech-
nology and educating people.?

5. In the event that counter-terrorism
operations are undertaken by a multi-
national force, each national force in-
volved will be bound by the interna-

tional agreements governing those op-
erations to which its government is a
party. Each national force will also be
bound by customary international
law. While nearly all states are parties
to one or more international agreements
concerning the law of armed conflict,
it is likely that not all will be parties to
the same agreements. As a result, there
will likely be different law of armed
conflict obligations among the forces
involved.3

6. The Military Concept for Defence
against Terrorism (MC 472) addresses
two broad roles for NATO’s involve-
ment in Counter Terrorist Operations:
NATO in the lead, and NATO in sup-
port. MC472 describes 4 different roles
for military operations for defence
against terrorism. These roles are Anti-
Terrorism, Consequence Management,
Counter-Terrorism, and Military Coop-
eration.3*
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1. COE-DAT conducted an Advanced
Training Course on “Border Security
and Transborder Crimes” in Tbli-
si/Georgia on 26 February- 03 March
2007 within the framework of NATO
Security through Science Programme.
During five days’ training program;
border security terminology, border
security and management in NATO
and European Union member states,
effective border security and common

problem areas together with organized
crime and terrotrism, international co-
operation and intelligence sharing were
examined. Totally 50 senior officers
and officials from Georgian Border
Units and Defense Ministry participated
in the advanced training course. There
were 11 trainers composed of acade-
micians, specialists and military person-
nel from various NATO countries.

2. Genereal Valentin KORABELNIK-
OV, the Chief of Russian Federation
Military Intelligence visited COE-DAT
on 2 March 2007.
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3. A team from United Kingdom (UK)
composed of subject matter experts
from Ministry of Defence and 20th
Brigade visited COE-DAT to give a
presentation on “UK Lessons Learned
based on operations in Iraq and Af-
ghanistan” on 13 March 2007. The aim
of the briefing was to convey UK op-
erational experiences to the related
COE-DAT personnel to enhance the
common understanding and coopera-
tion by exchanging the information on
Defence Against Terrorism (DAT) at
the operational level.

1. COE-DAT will conduct a course on

“Media and Terrorism” on 30 April -

4 May 2007. The course aims to exam-

Coe-Dat ine the current media reporting on

(T terrorism, to increase the awareness of

A ChY’ fies the requirements of media and on deal-

(A pPr il 200 7) ing with the journalists, to study info

ops and positive use of the media, to

study the best practice in managing

information and provide a fruitful plat-

form for discussion. In this respect,

the course is open to all NATO, PfP

and Mediterranean Dialogue nations
for participation.
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1. COE-DAT will carry out a NATO
Advanced Research Workshop on
“Train the Trainers of Amputee Play-
ers” on 7-11 May 2007 in Anka-
ra/TURKEY. The workshop is orga-
nized by COE-DAT and sponsored by
NATO Security Through Science Pro-
gramme”. The workshop aims to dis-
cuss and define methods and practices
related to disabled sports in order to
improve the sharing of information,
experience and technical means with
and among the trainers who trains the
amputees, especially from eligible part-
ner countries and Mediterranean coun-
tries, develop amputee sports, establish
amputee sport teams from eligible part-
ner countries and Mediterranean coun-
tries, in which can participate in future
events. After the workshop, a book
composed of the papers presented by
the lecturers will be published from
NATO Science Series.

2. COE-DAT is organizing a confer-
ence on “Counter Ideological Support
of Terrorism” together with George
C. Marshall Center and NATO-Russia
Council on 14-18 May 2007 in Anka-
ra/TURKEY. The aim of the confer-
ence is to review measures to deal with
terrorism and ideological support of
terrorism, to provide policy suggestions
for the way ahead in each core dimen-

sion of countering ideological support
of terrorism and to support the devel-
opment of counter-terrorism initiatives
within the NATO-Russia Council, Unit-
ed States-Russia Working Group on
countering terrorism and other counter
terrorism policy venues.

3. COE-DAT will conduct another
NATO Advanced Research Workshop
on “Motivation for Suicide Bombers”
on 24-25 May 2007 in Anka-
ra/TURKEY. The workshop is orga-
nized by COE-DAT and sponsored by
NATO Security Through Science Pro-
gramme”. The workshop is organized
for enhancing our understandings about
the background, motivation, rationales
and the mechanism of suicide bomb-
ings, providing a fruitful platform to
identify a general pattern of the phe-
nomenon, to combine multilateral ef-
forts in countering suicide bombings
caused by terrorist organizations to the
target regions and develop a concept
which will ensure preemptive action to
eliminate or significantly reduce the
effects of suicide bombings to countries
of greatest risk. After the workshop, a
book composed of the papers present-
ed by the lecturers will be published
from NATO Science Series.
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